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FDP Reciprocal Data Transfer and Use Agreement (“Agreement”) 
Party 1: Party 2: 

Party 1 Scientist 
 Name: 
 Email:      

Party 2 Scientist 
 Name: 
 Email:      

Party 1 Data Type: Party 2 Data Type:  
Agreement Term 

Start Date:                                          
End Date:    

Project Title: 

Terms and Conditions 
1) The Parties shall provide the data set(s) described on Attachment 1 (the “Data”) to each other for the
research purpose set forth in Attachment 1 (the “Project”). Each Party is a Providing Party when providing Data
and a Receiving Party when receiving Data. Providing Party shall retain ownership of any rights it may have in
the Data, and Receiving Party does not obtain any rights in the Data other than as set forth herein.

2) Receiving Party shall not use the Data except as authorized under this Agreement. The Data will be used
solely to conduct the Project and solely by Receiving Party’s Scientist and Receiving Party’s faculty, employees,
fellows, students, and agents (“Receiving Party Personnel”) and Third Party Personnel (as defined in Attachment
3) that have a need to use, or provide a service in respect of, the Data in connection with the Project and whose
obligations of use are consistent with the terms of this Agreement (collectively, “Authorized Persons”).

3) Except as authorized under this Agreement or otherwise required by law, Receiving Party agrees to retain
control over the Data and shall not disclose, release, sell, rent, lease, loan, or otherwise grant access to the Data
to any third party, except Authorized Persons, without the prior written consent of Providing Party. Receiving
Party agrees to establish appropriate administrative, technical, and physical safeguards to prevent unauthorized
use of or access to the Data and comply with any other special requirements relating to safeguarding of the Data
as may be set forth in the applicable Attachment 2.

4) Receiving Party agrees to use the Data in compliance with all applicable laws, rules, and regulations, as well
as all professional standards applicable to such research.

5) The Parties are encouraged to make publicly available the results of the Project. Before either Party submits
a paper or abstract for publication or otherwise intends to publicly disclose information about the results of the
Project, the other Party will have thirty (30) days from receipt to review proposed manuscripts and ten (10) days
from receipt to review proposed abstracts to ensure that the Data is appropriately protected. The non-publishing
Party may request in writing that the proposed publication or other disclosure be delayed for up to thirty (30)
additional days as necessary to protect proprietary information. The Parties will together make decisions on
jointly authored publications. Authorship will be in accordance with academic and/or scholarly standards.

6) Receiving Party agrees to recognize the contribution of the Providing Party as the source of the Data in all
written, visual, or oral public disclosures concerning Receiving Party’s research using the Data, as appropriate in
accordance with scholarly standards and any specific format that has been indicated in Attachment 1.

7) Unless terminated earlier in accordance with this section or extended via a modification in accordance with
Section 12, this Agreement shall expire as of the End Date set forth above.  Either Party may terminate this
Agreement with thirty (30) days written notice to the other Party’s Authorized Official as set forth below. Upon
expiration or early termination of this Agreement, Receiving Party shall follow the disposition instructions provided
in Attachment 1, provided, however, that Receiving Party may retain one (1) copy of the Data to the extent
necessary to comply with the records retention requirements under any law, and for the purposes of research
integrity and verification.

8) EXCEPT AS PROVIDED BELOW OR PROHIBITED BY LAW, ANY DATA DELIVERED PURSUANT TO
THIS AGREEMENT IS UNDERSTOOD TO BE PROVIDED “AS IS.” PROVIDING PARTY MAKES NO
REPRESENTATIONS AND EXTENDS NO WARRANTIES OF ANY KIND, EITHER EXPRESSED OR IMPLIED.
THERE ARE NO EXPRESS OR IMPLIED WARRANTIES OF MERCHANTABILITY OR FITNESS FOR A
PARTICULAR PURPOSE, OR THAT THE USE OF THE DATA WILL NOT INFRINGE ANY PATENT,
COPYRIGHT, TRADEMARK, OR OTHER PROPRIETARY RIGHTS.  Notwithstanding, Providing Party, to the
best of its knowledge and belief, has the right and authority to provide the Data to Receiving Party for use in the
Project.
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9) Each Receiving Party shall be liable for damages, losses, claims, and demands which may arise from its use,
storage, disclosure, or disposal of the Data except to the extent (a) prohibited by law and/or (b) caused by the
negligence, willful misconduct, or violation of applicable privacy or security laws and regulations by the Providing
Party. No indemnification for any damage, loss, claim, demand, or liability is intended or provided by either Party
under this Agreement.

10) Neither Party shall use the other Party’s name, trademarks, or other logos in any publicity, advertising, or
news release without the prior written approval of an authorized representative of that Party. The Parties agree
that each Party may disclose factual information regarding the existence and purpose of the relationship that is
the subject of this Agreement for other purposes without written permission from the other Party provided that
any such statement shall accurately and appropriately describe the relationship of the Parties and shall not in any
manner imply endorsement by the other Party whose name is being used.

11) Unless otherwise specified, this Agreement and the below listed Attachments embody the entire
understanding between the Parties regarding the transfer of the Data for the Project:

I. Attachment 1: Project-specific Information
II. Party 1 Attachment 2: Data-specific Terms and Conditions

III. Party 2 Attachment 2: Data-specific Terms and Conditions
IV. Attachment 3: Identification of Permitted Third Parties (if any)

In the event of any conflict between the obligations set forth in the applicable Attachment 2 and this Agreement, 
the obligations set forth in Attachment 2 shall prevail. 

12) No modification or waiver of this Agreement shall be valid unless in writing and executed by duly authorized
representatives of both Parties.

13) The undersigned Authorized Officials of the Parties expressly represent and affirm that the contents of any
statements made herein are truthful and accurate and that they are duly authorized to sign this Agreement on
behalf of their institution.

By an Authorized Official of Party 1: 

__________________________________________        _   _____  _

By an Authorized Official of Party 2: 

__________________________________________        _   _____  _

 Name:  Date  Name: Date 
 Title: 

Contact Information for Formal Notices: 
Name: 
Address: 

Email: 
Phone: 

 Title: 

Contact Information for Formal Notices: 
Name: 
Address: 

Email: 
Phone: 
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Attachment 1 
Reciprocal Data Transfer and Use Agreement 

Project-specific Information 

1. Description of Project:

2. Description of Party 1 Data:

3. Party 1 Disposition Requirements upon the termination or expiration of the Agreement

4. For Party 1, send Data to:
Name: 
Email: 
Address: 

Phone: 
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5. Description of Party 2 Data:

 

6. Party 2 Disposition Requirements upon the termination or expiration of the Agreement  

7. For Party 2, send Data                              to:
Name: 
Email: 
Address: 

Phone: 
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 Attachment 3 
Reciprocal Data Transfer and Use Agreement 
Identification of Permitted Third Parties (if any) 

For all purposes of this Agreement, the definition of “Third Party Personnel” checked below will pertain: 

❏ “Third Party Personnel” means:  None.  No collaborators are permitted on the Project.

-OR-

❏ “Third Party Personnel” means as set forth below and agreed upon between the Parties:


	Party 1: The Trustees of Columbia University in the City of New York
	Party 2: Albany County Department of Probation
	Project Title: 
	Party 1 Scientist Email: 
	Party 1 Scientist Name: 
	Party 2 Scientist Name: 
	Party 2 Scientist Email: 
	Party 1 Data Type: [Other - See Attachment 2]
	Party 2 Data Type: [De-identified Data about Human Subjects]
	Agreement ID: 
	Party 1 Signatory Title: 
	Party 2 Signatory Title: 
	Party 2 Signatory Name: 
	P1 Date Signed: 
	P2 Date Signed: 
	Party 1 Signatory Name: 
	Party 2 Contact Name: 
	Party 2 Contact Address1: 
	Party 2 Contact Address2: 
	Party 2 Contact email: 
	Party 2 Contact Phone: 
	Description of Project: The e-Connect Project is a federally funded research project seeking to increase the screening, referral, and treatment initiation rates of youth on probation. The project does this by implementing a digital behavioral health and suicide risk self-report screener for probation youth at intake. The system generates a risk classification for the youth based on their responses, these include Class I (Crisis, Imminent risk), Class II (Crisis, Non-imminent risk), Class III (Standard behavioral health need, Non-Crisis), and Below Threshold (No behavioral health treatment need). Based on this risk classification, predetermined & county specific referral pathways will appear for the probation officer to follow to make a referral for the youth. Youth are then followed by the probation officer to see if treatment was attended. 

	Party 1 Contact Name: 
	Party 1 Contact Address1: 
	Party 1 Contact email: 
	Party 1 Contact Phone: 
	Party 1 Contact Address2: 
	P1 Transfer Method: [Select One]
	Party 1 Data Contact Name: N/A
	Party 1 Data Contact Email: N/A
	Party 1 Data Contact Address1: N/A
	Party 1 Data Contact Address2: 
	Party 1 Data Contact Phone: 
	Description of Party 1 Data: N/A - Columbia is not providing any data
	Description of Party 2 Data: Albany County Department of Probation holds data that generate the outcomes for this project on their management information system - Caseload Explorer. These data include 3 separate TXT files of de-identified data including: 

(1) Cases - YouthPIN, Age (in years), Gender (M/F/U), Race (W/NW/U), CaseID, CaseType, CaseDate, CaseDateType, CaseCreationDate, ChargeType, OffenseCategory, eConnectEligible, CloseDate, CloseReason, eConnectDate, NonECReason

(2) Assessments - YouthPIN, AssessInstrument, AssessmentDate, Need, MHScreenOutcome, YASIRiskLevel, MHFlag, SURisk, FHRisk, Internalizing, SubstanceUse, Class

(3) Referrals - YouthPIN, NonReferral, NonReferralDate, ReferralDate, Service, Provider, BHRef, PrimaryReason, SecondaryReason, Basis, BHAppt_S, BHAppt_A, TerminationType, BHInitiate

	Party 1 Disposition Requirements: Monthly data transfer is set to terminate at the expiration of the agreement. 
	TPP 1: Off
	TPP 2: Yes
	TPP Definition: Columbia University may provide aggregated data by quarter to the NYS Office of Mental Health’s Suicide Prevention Center (SPCNY) in form of counts, percentages, or other summary data. The aggregated data shared with SPCNY will not include any personally identifiable information and will not allow for the identification of case level data. SPCNY will not have access to any raw, unaggregated data. SPCNY will use the data exclusively for oversight and reporting in accordance with its funding responsibilities. 
	P2 Transfer Method: [electronically]
	Party 2 Data Contact Name: Via secure monthly SFTP transfer programmed by Catalis/Automon
	Party 2 Data Contact Email: 
	Party 2 Data Contact Address1: 
	Party 2 Data Contact Address2: 
	Party 2 Data Contact Phone: 
	Party 2 Disposition Requirements: Monthly data transfer is set to terminate at the expiration of the agreement. 
	End Date: 
	Start Date: 


